Leet security, agencia de calificación de seguridad, amplia sus acuerdos con asociaciones tecnológicas españolas

Gracias a la colaboración con ANEI, ahora los miembros de esta asociación podrán acceder a los servicios de calificación de seguridad ofrecidos por leet security en condiciones especiales

**Información para prensa:** por favor contacte con el Área de Comunicación a través del correo electrónico [info@leetsecurity.com](mailto:info@leetsecurity.com) o en el teléfono 91 112 4966.

**Madrid, a 30 de julio de 2012 –** [**leet security**](http://www.leetsecurity.com), agencia de calificación de seguridad mediante esta colaboración con la Asociación Nacional de Empresas en Internet ([ANEI](http://www.a-nei.org)) continua con su estrategia de facilitar el acceso a sus servicios mediante acuerdos con asociaciones tecnológicas.

En virtud de este acuerdo, los asociados de [ANEI](http://www.a-nei.org) contarán con unas condiciones económicas especiales para la contratación de los servicios de calificación de seguridad, tanto en el primer año, como en años sucesivos. De esta forma, los servicios de calificación se suman al resto de ventajas que [ANEI](http://www.a-nei.org) ofrece a sus asociados para la generación de confianza online.

El novedoso servicio de calificación de seguridad ofrecido por [**leet security**](http://www.leetsecurity.com) aporta información a los potenciales clientes de servicios TIC sobre las medidas de seguridad implantadas por el proveedor, así como su capacidad de respuesta en caso de incidente. Para ello, el análisis que se realiza incluye factores a largo plazo del proveedor (estrategia empresarial, solvencia financiera, rotación de personal…) junto a factores tradicionales como pueden ser la existencia de políticas de seguridad, la realización de auditorías periódicas o la obtención de certificaciones

De esta forma, la calificación ofrecida por [**leet security**](http://www.leetsecurity.com) para un determinado servicio puede ser utilizada por el cliente para valorar *a priori* la confidencialidad, la integridad y la disponibilidad del mismo en relación con los ofrecidos por otros proveedores y contrastar con sus propias necesidades (no siempre es necesario contratar un servicio con la máxima calificación). Este tipo de información es de especial relevancia, por ejemplo, en procesos de contratación de servicios en la nube (*cloud computing*).

Por otra parte, los proveedores pueden utilizar la calificación como mecanismo de transparencia y también para segmentar su oferta para adecuarla a las necesidades de las distintas tipologías posibles de clientes de manera muy eficiente, ya que el precio de la calificación está en función del tamaño del proveedor y los clientes que lo usan.

[**leet security**](http://www.leetsecurity.com)también aplica un procedimiento novedoso en cuanto a la valoración de la calificación puesto que combina la tradicional evaluación por tercero independiente con la auto-declaración. Este sistema se complementa con auditorías periódicas lo que dota al esquema de una gran agilidad y evita, en gran manera, los posibles conflictos de intereses presentes en todos los mecanismos que utilizan un tercero de confianza.

**Acerca de Leet Security**

leet security SL es la primera agencia de calificación de riesgos de seguridad para proveedores TIC. La aplicación de estos mecanismos de valoración a los servicios TIC es muy novedosa y leet security ha sido pionera en su aplicación a nivel europeo.

Con un capital 100% español, inició su andadura en diciembre de 2010 y recientemente ha publicado la primera versión del estándar de medición que se encuentra disponible en su página web ([www.leetsecurity.com](http://www.leetsecurity.com)).

La calificación es un sistema que permite a los usuarios de servicios cloud de manera sencilla e intuitiva conocer las medidas de seguridad implantadas por su proveedor y mejorar el proceso de selección permitiendo elegir el servicio que mejor se adecúe al perfil de riesgo de la organización. Por su parte, los proveedores pueden simplificar los procesos de *due diligence* al contar con un mecanismo que les permite informar a sus usuarios sobre los niveles de seguridad implementados, así como el cumplimiento con diversas normativas.